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Abstract

Analyzing the risks of the Computerized Accounting
Information Security Systems Used in Saudi Public

Telecommunication Companies: A field study

By: Mohammad Talal Alqurashi
Advisor: Prof. Abdulaal H M Abukhashabah
DR. Kamel T Khoualdi

This research aimed to analyze the security risks of computerized
accounting information systems in Saudi Public Telecommunication
Companies through four aspects, including: vulnerability of these systems
to security risks, techniques used to threaten them, motives that lead to
such risks and most vulnerable parts of those computerized systems. The
qualitative, the inductive and the deductive approaches were used to
achieve the objectives of this research and semi-structured interview was
the data collection tool. Through classification and indexing of data,
linking classification to the objectives of this research and development
of arguments and interpretations; data was analyzed. The results of this
research showed vulnerability of these systems to security risks,
techniques used to attack them, motives leading to them, and parts most
exposed to these risks. It also indicated that, there is no agreement among
all the participants in this research to rank these risks according to their
severity. That may give an indication of the weakness of analysis of these
risks, weakness of reporting, or both. Therefore, this research
recommended that; these risks should be analyzed according to the above
four aspects, report on, and communication to the relevant parties in those
companies. Moreover, Design and selection of protection systems and

programs should be designed accordingly.



